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InterScanVirusWall™ provides scalable, 
high-performance, three-in-one (HTTP, SMTP
and FTP) Internet gateway protection against
viruses and malicious code. InterScan
installs on the gateway server and runs on
both UNIX and NT (Windows 2000).

Integration with the Trend Virus Control
System (TVCS) means that Internet gateway
protection can be managed as an integral
part of an enterprise-wide antivirus effort.
The optional eManager™ adds spam blocking,
content filtering and email scheduling.

“ VirusWall stands far above its 
competition [with its] overall 
reliability and trustworthiness 
making it the obvious winner.”

— Network Week Reviewers, April 1999
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™
*

Detects and removes viruses from inbound and 

outbound SMTP email and attachments, FTP and

HTTP traffic—in real time

Sends customised warning messages to sender, 

recipients and administrator

Automatic, scheduled or one-button pattern

file updates provide multiple ways to keep 

protection current

Flexible configuration and Internet-enabled manage-

ment provides immediate administration access

Tracks infections through a detailed activity log 

Fully compatible with Check Point, Lucent, Cisco

and other popular firewalls  

Blocks unsolicited email (spam)

Features
eManager

Plug-in
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Intelligent virus scanning

Trend Micro’s virus scanning engine incorporates both rules-based and pattern 

recognition technology to detect and clean known and unknown viruses.

Scans inside files compressed with all major compression algorithms  

Includes MacroTrap™, Trend Micro’s macro virus scanning engine that 

detects and removes known and unknown macro viruses 

Automatic web-based virus pattern updates

Provides the latest web-based updates from Trend Micro’s website, either 

automatically or manually via a one-click function.

Easy-to-manage robust activity log

Maintains a comprehensive activity log, providing details on each infected 

file and attempted security violation. Logs include the origin, name and 

destination of infected files, the date files were received, the identity of

viruses found and the action taken to prevent harm from malicious code.

Allows administrators to easily track and deal with the problem sources

Firewall integration

Flexible setup supports any network topology, including installation on the 

firewall machine or on a separate Internet content security server

Uses Check Point’s Content Vectoring Protocol or Lucent’s Content Scanning 

Protocol APIs for direct, seamless integration

Start scanning by simply adding the InterScan virus scanning service to 

the firewall’s rules base—without interrupting network traffic flow

Compatible with most popular firewalls

Managing email problems

Prevents hackers and spammers from using your SMTP server to relay 

bulk email

eManager optional plug-in module gives administrators intelligent, 

profile-based control over their email systems:

■ Spam Filter

• Blocks unwanted email at the Internet gateway

• Spam source-list is customisable and updated automatically

■ Content Filter 
• Prevents confidential, inappropriate or malicious email information 

from entering or leaving the organisation

■ Email Manager
• Monitors and graphs email traffic patterns

• Postpones delivery of messages with large attachments to 

off-peak hours

Evaluate InterScan VirusWall for NT

Test drive fully functional Trend Micro products through the Internet at Trend

Micro’s Virtual lab. The Virtual Lab is at http://virtual-lab.antivirus.com. 

All Trend Micro products can be downloaded for evaluation from Trend Micro’s

website or order a free CD at www.trendmicro.co.uk/download.

System requirements

• Windows NT* Server 4.0 or above with 

Service Pack 3 or above.

• Intel Pentium processor 200 MHz or faster.

• 64MB RAM

• 100-500 MB disk space for file swaps.

• HTTP proxy server on the network required to

install 

the HTTP traffic scanner InterScan Web

VirusWall.

* Please visit our website,

www.trendmicro.co.uk/products/w2k/, for 

current Windows 2000 readiness and compliance status.

Technical support
Trend Micro provides extensive after-sales technical

support via our website, email and telephone.

Customers are entitled to free virus pattern and pro-

gram updates for a period of one year, and can access

a database of technical support questions and

answers via the web. Newsletters that contain the

latest virus information are available on the web or

via email, and electronic product documentation files

can be downloaded for free. 

For more information about technical support 

available to Trend Micro’s customers, visit

http://www.trendmicro.co.uk/support

About Trend Micro
Trend Micro (UK) Limited provides centrally controlled server-

based virus protection and content-filtering products and

services. By protecting information that flows through

Internet gateways, email servers, and file servers, Trend

Micro allows companies worldwide to stop viruses and other

malicious code from entering at any point before they ever

reach the desktop. More information about Trend Micro is

available at http://www.trendmicro.co.uk.
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